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Corporate Identity 
Number:U72900KA2022FTC168745 
PAN: AADCW4248C 
TAN: BLRW04176E 
Directors: Andrew Thomas Oliver, Kate Sarah 
Gulliver, Rohit Kaila 

 

 

3 January 2024 

Talari Tanuja 

Email : talaritanuja14@gmail.com 

Phone : 7995129576 

 

 

 

CONFIDENTIAL 

SUB: Internship Letter 

 

Dear Talari Tanuja, 

 

We are pleased to confirm your request for an internship with the Company. Your internship will be for a 

period of 6 months starting from 16th Jan 2024 to 20th June 2024 (“Term”), at the Company’s Bengaluru 

office, subject to the terms contained below: 

 

1. Rules: You will be expected to conform to the Company’s policies and code of conduct, during the 

term of your internship. These will be provided to you on your joining date.  

 

2. Stipend: You shall be entitled to a stipend of INR 75,000 per month subject to your compliance with 

the terms of this letter. The stipend shall also be payable subject to you submitting detailed records of 

the work undertaken and the work product, to your assigned supervisor. If any statutory deductions or 

taxes become applicable, your stipend shall be subject to the same.  

 

3. Leave: You will be entitled to 6 days of paid sick leaves, for the duration of the internship. You will 

also be entitled to the declared public holidays as notified by the Company. However, do note that leave 

entitlement and policies are subject to change at the discretion of the Company. In the event of absence 

for other reason or in excess of the said number of days, your stipend will be deduced on a pro rata 

basis.  

 

4. Timings: Your internship hours will be from 9 am to 6 pm from Monday to Friday. You shall not be 

required to work overtime or over weekends or public holidays.  

 

5. Confidentiality:  

 

(a) You may during the course of your internship become aware of, or otherwise obtain confidential 

information. You undertake to keep strictly confidential and not disclose at any time during your 

internship or thereafter any confidential and non-public information, data or knowledge relating to 

the Company or a third party in business relation with the Company to any other third party or non-

authorized employees.  

 

https://wayfair.greenhouse.io/people/173381378002?application_id=185525401002
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(b) If any business document is given by the Company or a third party to you, for custody, as part of 

your training or otherwise, it shall be considered property of the Company. You are not allowed to 

copy, transcript or reproduce these documents in any form for personal reasons or to pass on to a 

third party. You are obliged to return all such documents to the Company on request, at the latest 

on the last day of your internship, including all copies. The aforementioned provision shall also 

apply to any other object, data medium, software or material, given during the internship and you 

shall have no right of retention. On request you shall give a written statement on the fulfillment of 

the return obligation. 

 

(c) You should be aware that you shall be liable for damages if you violate the aforementioned 

obligations. 

 

(d) It is reiterated that the obligation to maintain secrecy shall continue to apply even after the 

internship. 

 

6. Intellectual Property Rights: 

 

(a) “IP Rights” or “Intellectual Property” shall mean all rights in and in relation to all intellectual 

property rights subsisting in the products, software, etc., developed, being developed or proposed 

to be developed by you, including all patents, patent applications, moral rights, trademarks, trade 

names, service marks, service names, brand names, internet domain names and subdomains, 

inventions, processes, formulae, copyrights, business and product names, logos, slogans, trade 

secrets, industrial models, formulations, processes, designs, database rights, methodologies, 

computer programs (including all source codes), technical information, manufacturing, engineering 

and technical drawings, know-how, all pending applications for and registrations of patents, entity 

models, trademarks, service marks, copyrights, designs and internet domain names and subdomains 

and all other intellectual property or similar proprietary rights of whatever nature situated in any 

country and the benefit of any of the foregoing (in each case, whether registered or not, whether 

now or hereinafter existing and including applications for the grant or registration of any of the 

foregoing or rights to apply for grant or registration of any of the foregoing in any part of the world). 

 

(b) If at any time during your internship, you make, discover, or participate in the making or discovery 

of, any invention or improvement upon, or addition to, any invention, secret process, design, 

appliance or method of operation in the context of the business of the Company, it shall be the 

property of the Company and, you shall provide the Company with such information and execute 

such documentation in the favour of the Company as may be required for obtaining patent or similar 

protection for that invention, improvement or addition where applicable, to formally assign to the 

Company any of these Intellectual Property Rights (including any future rights) on a worldwide 

basis.  

 

7. Conflict of Interest: You hereby confirm that you have disclosed, fully to the Company, all information 

and interests that are likely to be in conflict with the business(es) or activities of the Company. You 

agree to disclose, fully to the Company, any such interest or circumstances that may arise during your 

internship immediately upon such interest or circumstances arriving. Upon the completion of the 
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internship as per terms of this letter, you shall forthwith return to the Company all the assets and 

property of the Company (including any leased properties), documents, files, books, papers, memos or 

any other property or Confidential Information of the Company in your possession.  

 

8. No Disparagement: You shall not, at any time during your internship and thereafter, make statements 

or representations, or otherwise communicate, directly or indirectly, in writing, orally, or otherwise, or 

take any action which may, directly or indirectly, disparage the Company, any of its customers or any 

of its affiliates or their respective officers, directors, employees, advisors, agents and consultants.  

 

9. As this internship program is a coveted learning platform, if you do not propose to join it shall be your 

obligation to inform the Company immediately. Further, if you propose to terminate or cancel the 

internship, you will be required to provide the Company with a 30 days’ prior notice.   

 

10. The Company reserves the right to terminate, cancel or suspend the internship program for one or more 

departments or for one or more interns, at any time, at its sole discretion and without any prior notice. 

In case such an event affects you, you shall be paid the stipend for the duration that you have interned 

and subject to the terms contained herein. Provided that in the event of your indulgence in any act or 

activity which amounts to misconduct or disrepute to the Company, breach of this letter or non-

compliance of the applicable laws, your internship may be terminated with immediate effect, 

with/without the payment of the stipend. 

 

11. You are required to submit the softcopy of following documents at the time of joining:  

(a) Passport size colour photograph;  

(b) PAN Card and Aadhar for address proof;  

(c) a permission letter from your college for the 6-month onsite internship with the Company.   

 

You understand and acknowledge that this is not an employment offer and successfully completing the 

internship program does not automatically entitle you to employment with the Company.  

 

You are advised to go through the contents of this offer letter carefully. On your joining date you will be 

required to provide a signed copy of the acceptance of this offer letter. Notwithstanding the same, you will 

be deemed to have accepted the terms of this letter once you start with the internship.  

 

We sincerely wish you a rich and rewarding learning experience at Wayfair. 

 

With warm regards, 

For Wayfair Global Technology Private Limited 

 

 

________________________ 

 

Name: Rohit Kaila 

Designation: Head of Technology and Site Lead  
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ACCEPTANCE 

 

I hereby provide my unconditional acceptance of the terms of the internship offered by Wayfair Global 

Technology Private Limited pursuant to the letter dated ____________.  

 

 

 

Signed: __________________________________________  

 

Name:  

 

Location: Bangalore 

 

Date:  
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Abstract—Out of 100 more than 81% of women population 

has experienced some sort of harassment so that the women 

are becoming more afraid of stepping out of their homes. 

Women must have a capability to be free from violence, 

harassment, and discrimination; keeping this as a goal an 

IOT based device is introduced to solve this social problem. 

The solution is “SELF DEFENCIVE GLOVE FOR 

WOMEN SECURITY”. This idea is to design a system 

which makes every place and every hour safer for women. 

Previous methods used GPS and GSM modules which 

increased the system complexity and size. Thus, to bring up 

the portability feature into existence this proposal uses 

mobile app connectivity through Bluetooth HC-05. This 

system sends geotag and SOS alert to the nearest police 

station, emergency contacts. The unique feature is the 

ESP32 Camera, which helps in capturing the images of the 

culprit. The idea is to make up for the time it takes police to 

arrive at the location. 

 

Keywords—Glove, Bluetooth HC-05, Emergency, Women 

security, ESP-32, SOS alert. 

 

I. INTRODUCTION  

           The safety of women matters whether it is at home, outside or 

at workplace. A lot of NGOs, rehabilitation centers and 

helpline numbers have been made operational in the past years 

but they are all cures to the harassment that has already 

happened and not the ‘preventions’ that we need. According 

to the National Crimes Records Bureau (NCRB), India 

recorded 88 rape cases every day in 2019. NCRB report 

highlights that rape vulnerability of a girl or woman has 

increased up to 44% in the last 10 years. The crime rate is 

skyrocketing. Women are not safe either at home or outside. 

Female travelers from other countries also find themselves in 

a precarious position when traveling to India. But these fears 

cannot stop them from social activity. There are laws, but there 

must be adequate security measures that must be strictly 

followed to protect against violence against Women. 

 

 

 

II. LITERATURE SURVEY 

There were many methods to get over the problem of women 

safety in the past days. Some of them used different kinds of 

sensors to measure the body parameters to generate the shock 

voltage (Reference 1). Then the shock circuit was incorporated 

in the heel of the footwear so the victim has to protect 

themselves with the kick with foot (Reference 2). Then the 

shock circuit is embedded in the glove but the alert messages 

were sent with help of GPS and GSM modules (Reference 3). 

Keeping all this in mind this approach is implemented. 

 

Design a Self-Defensive Glove for Women Security. The 

primary purpose of this device to ensure that Women can 

protect themselves using a Smart Glove. An application named 

“Trace me” is developed to send the SMS to Emergency 

contacts. The hardware circuit incorporated in the glove that 

consists of electric shock circuit. The electric shock is enabled 

by click of push button that weakens the attacker. 

 

Self-Defensive Glove for Women Security overcomes the 

demerits of the current situation for Women Safety. This 

proposed project deals with a quick responding, economical 

protection system for an individual and especially for women. 

Self Defense module for women safety with location tracking. 

It could help women with technologies that are embedded into 

a compact device. Specially designed for women safety and 

protection this device is also provided with a shock mechanism 

to produce non – Lethal electric shock.  The camera module is 

used for capturing and storing the picture of the culprit for 

further reference. All they need is a device that can be carried 

everywhere easily.  An application named “Trace me” is 

developed to send the SMS to emergency contacts. The electric 

http://www.ijsrem.com/


TIJER || ISSN 2349-9249 || © April 2023 Volume 10, Issue 4 || www.tijer.org 

TIJER2304042 TIJER - INTERNATIONAL RESEARCH JOURNAL  www.tijer.org  302 
 

design and implementation of approximate booth 

multiplier using different 4:2 compressors 

G.V. Spandana, J. Manideepika, B. Usha Sri , M. Divya, B. Lakshmi, 

student, student, student, student, Assistant professor          

Abstract - Presently, the design of a multiplier is playing a vital role in the stream of VLSI signal processing, DSP, Modern wireless 

communication etc. In order to speed up the processing operation and optimize the performance of the system, some high-performance 

approximate multipliers with reduced area, power and delay are required. An area, power and delay efficient approximate booth multiplier 

is designed by using booth algorithm in this study. The proposed approximate booth multiplier is designed by using 4:2 compressor by 

ensuring better performance than the previous existing booth multiplier. Tabulated the comparison between different 4:2 compressors in 

the proposed design. Based on the area, power and delay results of different compressors, a new approximate booth multiplier design is 

implemented with best compressor on FPGA Kit. 

Index Terms - Booth Algorithm, Booth Multiplier, Approximate Multiplier, 4:2 Compressor and FPGA kit. 

I.INTRODUCTION 

The multiplier design is mostly classified into two types which is signed and unsigned multiplier. In the signed multiplier it will perform 

both positive  and negative multiplication. But in the unsigned multiplier is used to imply only  positive  number  of multiplication.  For 

example, Array  multiplier,  Wallace  multiplier,  parallel multiplier etc. are unsigned  multiplier. From that booth multiplier is  the one  

among the signed multiplication scheme .A Booth multiplier consists of three parts: partial product generation using a Booth encoder, 

partial product accumulation using compressors and final product generation using a fast adder. The Booth encoding has been proposed 

for improving the performance of multiplication of two's complement binary numbers and it has been further improved by the 4:2 

compressor. Therefore, multiplier designs are mainly focused on high-speed, low area and low power. These parameters are achieved by 

approximate multipliers. Generally, approximate computing has a significant attention as a rising strategy to decrease power consumption 

of error tolerant applications like image processing. Booth Radix-4 algorithm can reduce the number of partial products that must be 

calculated. By implementing this algorithm in higher radix, Approximate Booth Algorithm can reduce the number of calculations in 

exchange to the design complexity. For digital circuit implementation, radix-4 is considered the best trade-off between speed and 

complexity because it is able to halve the number of partial products needed to be calculated while only adding a bit-shift function as an 

additional operation. The Booth Radix-4 algorithm reduces the number of partial products by half while keeping the circuit’s complexity 

down to a minimum. This results in lower power operation in an FPGA.The Radix-4 Booth Recoding is simply a multiplexer that selects 

the correct shift-and-add operation based on the groupings of bits found in the product register. The product register holds the multiplier. 

The multiplicand and the two’s complement of the multiplicand are added based on the recoding value. 

(i) Radix-4 Booth Multiplier 

 

 

Figure (1) 
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FIFO which stands for First in First Out which means whatever data is written first is read first. when the clock domains of 

write and read are of same frequencies then there is control on the data flow so, there is no loss of data. But when the write and 

read frequencies are different there is no control on the data flow due to this there is loss of data. But in the reality, it is difficult 

to match the read and write frequencies. so, in order to avoid the loss of data when different frequencies used for write and read, 

implement a FIFO between the two clock domains of write and read. This project is an implementation of First in first out 

algorithm which overcomes clock domain crossing. Designed module is tested against synchronous clock domains, mesochronous 

clock domains and proposed mesochronous clock domains. The parameters observed here are memory(461780KBytes), 

frequency(686.86MHZ) and delay(1.456ns). The delay is reduced by 82% when compared with mesochronous dual-clock FIFO. 

 

KEYWORDS: - FIFO, Clock Domain, mesochronous FIFO. 

1. LITERATURE REVIEW 

A FIFO is a special type of buffer. The name FIFO 

stands for first in first out and means that the data 

written into the buffer first comes out of it first. There 

are other kinds of buffers like the LIFO (last in first out), 

often called a stack memory, and the shared memory. 

The choice of a buffer architecture depends on the 

application to be solved. 

          FIFOs can be implemented with software or 

hardware. The choice between a software and a 

hardware solution depends on the application and the 

features desired. When requirements change, a software 

FIFO easily can be adapted to them by modifying its 

program, while a hardware FIFO may demand a new 

board layout. Software is more flexible than hardware. 

The advantage of the hardware FIFOs shows in their 

speed. 

        Clocks having two different frequencies is called 

clock domain. Transferring data between two different 

clock domains is called clock domain crossing. Due to 

this there is a loss of data. In order to prevent that need to 

design FIFO between the two different clock frequency 

domains. FIFO stands for First in First Out is an interface 

between two clock domains. This will prevent the loss of 

data as it provides memory to store the data. 

 fw -- write clock frequency, fr -- read clock frequency.  
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